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-
mission (IEC) adopted a new international standard 

International Electrotechnical Vocabulary (IEV). This 
standard substituted the previous similar standard IEC 

then it was given another number (the reason will be 
explained later).

-
ogy”. The development took quite a long time, progress of 

[1–3], but main purposes of these articles were different and 

-
ability. It should also be mentioned that some notions of 
this IS are used for the development of the new interstate 

under which is now in well progress.

important moments only. The new standard will be compared 
-

as with other parts of IEV using online version of this 



vocabulary which is called “Electropedia” (www.electro-
pedia.org/). Access to this Internet resource is free. Terms 

Polish, Portuguese and Chinese. Unfortunately, there is no 

version, though it was not provided in“Electropedia”). The 
complete text of IS in English and in French in electronic 
form or on paper can be bought through the IEC website 

of the sections containing the terms related to the qual-
ity of services of telecommunication and electric power 
systems. Terminology for the quality of telecommunica-

International telecommunication union [4], and the terms 
on reliability and quality of electric power systems shall 

-

is entitled just with one word “Dependability”, whereas 

service” It was the reason why the standard’s number 
-

-
tion TCs.

-

this terms just gives different types of items: an individual 
part, component, device, functional unit, equipment, subsys-
tem, or system that can be considered separately. However, 
it is hardly a complete list of all possible types of items. 

matter, and the types of items are listed in a note. Then the 

Another note indicates that an item may consist of 
hardware, software, people or any combination of them. 

The standard also includes the number of terms specifying 
different types of software (SW): system software, appli-

software.
The terms “repaired / non-repaired item” used in the 

previous IS, are substituted with more precise term “re-
pairable / non-repairable item”. The fact is that a word 
combination “repaired item” may be understood in two 
ways: as an item the repair of which is possible, or as 
an item the repair of which is being carried out at this 
moment. To exclude the second incorrect meaning the 
terms were replaced.

-
ability” is actually reduced to the enumeration of its 
properties: availability, reliability, maintainability and 

-
cussed actively, among the IEC experts who took part in 
the standard development, and among Russian specialists 

why this issue is not described here.
-

ties of dependability. They are availability, reliability, 
recoverability, maintainability and maintenance support 
performance, and in some cases durability, safety and 
security. As it has already been mentioned, availability, 
reliability, maintainability and maintenance support per-

-

to dependability was unclear there. Although safety and 
security are also mentioned in the note as individual 

to recover from a failure, without corrective maintenance. 
Really, recovery is often carried out, for instance, by means 
of backup switching or SW reloading. These actions cannot 
be referred to repair, that is why the ability to such recov-
ery is not covered by “maintainability”, and it required the 
introduction of a new term. A particular case of recovery is 
self-recoverability when an item has the ability to recover 
from a failure, without external action to an item. These 
terms are certainly closely associated with the notion “re-
covery” that shall be described below.

Speaking about the properties that are the part of de-

dependability is a complex property which, depending to an 
item’s designation and terms of application, may include reli-
ability, durability, maintainability and storability, or certain 

term “availability” in our standard, but there are the factors 
specifying this property quantitatively: availability factor 

is no storability in IS.
-

ness” and “capability” mentioned in the previous IS, 
because they are considered as not directly referring to 
dependability.

The new standard, as the previous IS, has a section 

pairs of states: good – faulty, upstate – down state (a good 
item is always in the up state, faulty item may be both in 
the up and down states; an item in the up state may be good 
and faulty, an item if the down state is always faulty). IS 
contains no equivalents to good and faulty states, but it has a 
number of other terms specifying different states of an item. 
Particularly, there are operating and non-operating states. 

function, being in the second one it does not perform any 
required function.

For each state the time of being in this state is de-



standard. Notions of time include useful life, as well as 
early life failure period, infant mortality period, constant 
failure intensity period and wear-out failure period. The 

rate curve.
Some terms were excluded from the section about 

failures. For example, such types of failures as critical 
and non-critical, sudden and gradual, relevant and non-
relevant, degradation, etc. At the same time the following 
types of failures are kept: complete and partial, primary 
and secondary, systematic and etc., software failure was 
added.

Terms “failure cause”, “failure mechanism”, “common 
cause failures”, “common mode failures” also remain. The 

two of them. Common cause failures – failures of multiple 
items, which would otherwise be considered independent 
of one another, resulting from a single cause. Common 

by the same failure mode. This term could be understood 
better with introducing the notion “failure mode” which 

“failure effect” – consequence of a failure, within or beyond 
the boundary of the failed item and “criticality” – severity 

also introduced

no direct analogue in the Russian terminology for depend-
ability. In English it is expressed by the term “fault” and 

an internal state.
-

“neispravnost (Rus.)”. But this translation can hardly be 
admitted a good translation, because by many years of 

term “neispravnoe sostoyanie (Rus.)”. Meanwhile, as 

because according to our standards “neispravnost (Rus.)” 
does not at always lead to an inability of an item to per-

two notions are closely connected as it will be clear from 
the subsequent. A word “disturbance narushenie (Rus.)” 
is used in the Russian version of this article as a working 
Russian equivalent (author will consider other suggestions 
on this topic with appreciation).

-

results from a failure, either of the item itself, or from 

respective words can be used to indicate the cause of a 
-

tion development, design or engineering, manufacturing. 
Another note says that The type of fault may be associated 
with the type of associated failure, e.g. wear-out fault and 
wear-out failure. It is also noted that an item may have 
one or more faults.

Some terms specifying the types of faults were excluded 
from this section: critical and non-critical, major and minor, 
complete and partial and some other terms. The follow-
ing terms remain though: intermittent, latent, systematic, 
programme-sensitive. Software and data-sensitive faults 
were added.

i remont” that includes two notions which are separate 
in the Russian terminology. The word combination 

-
sian version of this article as the Russian equivalent to 
the English “maintenance”. This word combination was 

Maintenance operations are divided into preventive 
and corrective. The first type operations are carried out 
to mitigate degradation and reduce the probability of 
failure, operations of the second type are carried out 
after fault detection to effect restoration. There are also 
such types of maintenance as scheduled and unsched-
uled, deferred; by a state – condition-based, automatic, 
remote, etc.

A term “Condition monitoring” was added. It deals with 
obtaining information about physical state or operational 

preventive maintenance operations.
“Repair” is referred to corrective maintenance and is 

-

and function checkout. During repair there are no technical, 
administrative and logistics delays.

up state is re-established after failure. That is why the 
duration of the period when an item is in a down state 

is transferred from down state to upstate, which is why a 
term “restoration time” is used. Each rendering whether 
it is an event or a process has its pluses and minuses. In 
particular, IS approach gives a convenient twoness of 
terms: failure – restoration (both are events), time to fail-
ure – time to restore.

as an individual term with somewhat different sense: 



restoration without corrective maintenance. It has a 
special case “self-recovery”, a recovery without external 
intervention.

-
cation for the purposes of software fault removal, adaptation 
to a new environment, or improvement of performance. It 
may be corrective, adaptive or perfective.

The sections related to “measures” have not changed 

measures. For instance, there is no general term “availabil-
ity factor”, but there is separate instantaneous availability, 
mean availability, steady state availability. Three factors of 

Inherent availability and operational availability are 
also distinguished. Inherent availability is provided by the 
design under ideal conditions of operation and maintenance. 
Delays associated with maintenance, such as logistic and 

-
ability is experienced under actual conditions of operation 

considering down time due to failures and associated delays, 
but excluding external causes.

The sections about “tests: has been extended by sup-
plementing with some new terms. They are: screening 
test – test carried out to detect and remove non-conforming 
items, or those susceptible to early life failure; black-box 
testing – testing in which test cases are chosen using only 

test; white-box testing – testing in which test cases are 
chosen using knowledge of the internal structure of the 
item under test; censoring – excluding from a particular 
assessment, data obtained either after a given duration or 
a given number of events, etc. Some special terms related 
to SW tests were added: software alpha test, software beta 
test, etc. But several terms were excluded. For instance a 
term “compliance test” remained but “determination test” 
was excluded.

The section about “design” has also been extended. It 
contains the remained terms: redundancy, active redundancy, 
standby redundancy, fail-safe, fault tolerance, fault masking. 

Several terms related to “redundancy”, were added, for 
instance, diverse redundancy and  out of n redundancy. 

-
tion, fault avoidance, self-checking, self-testing, as well 

backward recovery, forward recovery. The last two terms 
mean error recovery in which a system is restored to a 
previous state, and in which a system is restored to a new 
state, respectively.

But the section related to the dependability analysis 
has been reduced. There are no more terms whose sense is 

Among the remained terms are prediction, failure modes 
and effects analysis; failure modes, effects and criticality 
analysis; fault tree; fault tree analysis; reliability block 

diagram; state-transition diagram. We shall note that the 

the previous IS. The following terms were added into this 
section: allocation <of dependability requirements>, event 
tree analysis, life cycle costing.

The section about dependability improvement concepts 
was also revised in the similar way. Most terms of these 
sections that were mentioned in the previous IS have been 
excluded from the new one. Important terms included again: 
failure reporting, analysis and corrective action system – 
closed loop process used to improve dependability of current 

use experience; root cause analysis – systematic process 
to identify the cause of a fault, failure or undesired event, 
so that it can be removed by design, process or procedure 
changes.

In conclusion it should be noted that although the Rus-
sian and international terminologies on dependability have 
much in common, there is still a big difference between 

dependability terminology in our country that started half 
a century ago developed for a long time in isolation form 
similar work world-wide. Unfortunately, there are still 
many experts who do not understand the importance of 

But nevertheless it is necessary to strive for a maximum 
possible convergence of the Russian and international 
terminologies.

To achieve this goal it is necessary not only to make 
the Russian standards most approximate to international 
ones, but also to work on the introduction of the accepted 
Russian terms and notions to IS. It required active par-
ticipation of the Russian experts in the IS development, 
that should be not only remote (by correspondence), but 
also with attendance of meetings and sessions. However, 
we have to state once again that the contribution of the 

very low. The Russian experts, in particular the authors of 
[1], took part in the early stages of this work, but during 

-

-
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